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**Правила проведения внутренних проверок режима**

**защиты персональных данных**

**Общие положения**

Правила проведения внутренних проверок режима защиты персональных данных предусматривают осуществление внутреннего контроля соответствия обработки персональных данных требованиям к защите персональных данных, установленным Федеральным законом от 27.07.2006 г. №152 «О персональных данных», принятыми в соответствии с ним нормативными правовыми актами оператора.

1. Проведение внутренних проверок проводится согласно Плану внутренних проверок режима защиты персональных данных.
2. План внутренних проверок режима защиты персональных данных, содержит перечень внутренних проверок (Приложение 1).

План составляется для мероприятий, в соответствии с Положением об обработке ПДн, и определяет периодичность проведения проверок.

План внутренних проверок содержит следующую информацию:

- Название проверяемого мероприятия.

- Периодичность проведения проверки.

- Исполнитель мероприятия.

1. План внутренних проверок распространяется на все информационные системы персональных данных Учреждения.
2. Проведение ежегодных внутренних проверок осуществляется на основании приказа руководителя. По факту проведения проверки комиссия подготавливает Отчет и Перечень рекомендаций по внесению изменений в процесс обработки персональных данных.
3. В случае обнаружения, в ходе проведения плановых проверок режима защиты персональных данных, несоответствия обработки персональных данных локальным нормативным актам, исполнитель составляет Отчет в форме Справки о проведенной проверке и направляет его лицу, ответственному за организацию обработки персональных данных для принятия мер.

Приложение 1: План внутренних проверок режима защиты персональных данных.

# **План внутренних проверок режима защиты персональных данных**

|  |  |  |
| --- | --- | --- |
| **Мероприятие** | **Периодичность** | **Исполнитель** |
| Контроль над соблюдением режима обработки ПДн | Еженедельно | Ответственный за организацию обработки персональных данных |
| Контроль над соблюдением режима защиты | Ежедневно | Ответственный за организацию обработки персональных данных |
| Контроль над выполнением антивирусной защиты | Еженедельно | Ответственный за организацию обработки персональных данных |
| Контроль над соблюдением режима защиты при подключении к сетям общего пользования и (или) международного обмена | Еженедельно | Ответственный за организацию обработки персональных данных |
| Проведение внутренних проверок на предмет выявления изменений в режиме обработки и защиты ПДн | Ежегодно | Ответственный за организацию обработки персональных данных |
| Контроль за обновлениями программного обеспечения и единообразия применяемого ПО на всех элементах ИСПДн | Еженедельно | Ответственный за организацию обработки персональных данных |
| Контроль за обеспечением резервного копирования | Ежемесячно | Ответственный за организацию обработки персональных данных |
| Организация анализа и пересмотра имеющихся угроз безопасности ПДн, а так же предсказание появления новых, еще неизвестных, угроз | Ежегодно | Ответственный за организацию обработки персональных данных |
| Поддержание в актуальном состоянии нормативно-организационных документов | Ежемесячно | Ответственный за организацию обработки персональных данных |
| Контроль за разработкой и внесением изменений в программное обеспечение собственной разработки или штатное ПО специально дорабатываемое собственными разработчиками или сторонними организациями. | Ежемесячно | Ответственный за организацию обработки персональных данных |